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N.A.P.P.l. (UK) Limited - Privacy and Cookies Statement (“Privacy Statement”)
Introduction

We, N.A.P.P.I. (UK) Limited, operate this Privacy Statement because We are committed to
safeguarding the privacy of those using Our services (including but not limited to the Resources
defined below) and the confidentiality of any information that We collect about You. This Privacy
Statement sets out how We will use any personal information that We may obtain from You in
connection with Our services (including but not limited to the Resources). If We change any of the
terms of this Privacy Statement We will post the revised statement on each Resource behind the
“Privacy and Cookies Statement” link at the bottom of each page.

The N.A.P.P.l. website (home page www.nappiuk.com) and the N.A.P.P.l. PBS Cloud (home page
www.pbscloud.co.uk) are online resources operated by N.A.P.P.l. (UK) Limited. Where this Privacy
Statement refers to “the Resources”, they are referring to the N.A.P.P.l. website and the N.A.P.P.I.
PBS Cloud (and “Resource” shall be construed accordingly).

Whenever You submit Your information to Us in connection with Our services or Your use of either
Resource, whether it be by using and/or registering to use either Resource, by email, over the
telephone or in person, You acknowledge that We will collect and use such information in
accordance with the terms of this Privacy Statement and, if You opt in when requested by Us, are
consenting to be added to Our mailing list. Please see section 4 below for further information if You
no longer wish to receive such mailings from Us.

This Privacy Statement contains defined terms, the meanings of which are explained in Our Terms
of Use - please click here to see a copy.

You have the right to lodge a complaint with the Information Commissioner’s Office (“ICQ”) if You
have any concerns with regard to the way in which We process your personal data. We would,
however, appreciate the chance to deal with your concerns before you approach the ICO so please
contact us in the first instance.

Please note that if You purchase and/or attend one of Our courses (including any of our distance
learning courses), We will collect additional information from You in connection with such purchase
and/or attendance. Such information will be processed in accordance with Our separate Course
Participant Data Protection Statement (a copy of which can be accessed here).

You warrant that any information You supply to Us is accurate and up to date (whether or not the
information is about You), that You will inform Us if any information that We hold about You requires
updating, that You will update any information that You upload using either Resource in the event
that it becomes out of date, and that if You submit a third party’s details to Us (including but not
limited to via either Resource) You have that third party’s permission or an alternative legal basis to
do so.

Who are We?

We are N.A.P.P.l. (UK) Limited, a limited company registered in England (number 03050134) whose
registered office and address for correspondence is at 64 Falsgrave Road, Scarborough, North
Yorkshire, United Kingdom, YO12 5AX.

We are committed to ensuring that all personal information We hold is treated properly and in
accordance with applicable data protection legislation. We are registered as a data controller with
the Information Commissioner’s Office and Our registration number is Z8019492. In accordance
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with applicable data protection legislation, We are required to explain to You how We will treat any
personal data which We collect from You.

What information do We collect and how do We use it?

It is possible to visit and browse some sections of the Resources without being required to tell Us
who You are or reveal any information about You (e.g. if You do not log in to either Resource).

If You are registered as a user of either Resource, You or Your employer will have provided Us with
certain information to set up Your user account, which may include Your name, user name and
email address. This information will be used by Us for Our legitimate interests in providing the
service(s) for which You or Your employer has subscribed.

We may keep a record of any information that You post or upload using either Resource, or if You
contact Us, we may keep a copy of that correspondence. We may also keep details of Your use of
the Resources, including, but not limited to, traffic data, location data and other communication data,
and the resources that You access and download using either Resource. We will use this
information for Our legitimate interests in the following ways:

3.3.1. to develop Our systems and services and ensure that content from the Resources is
presented in the most effective manner for You and for Your computer;

3.3.2. to provide You with information, products or services that You request from Us;

3.3.3. to carry out Our obligations arising from any contracts entered into between Us and Your
employer;

3.3.4. to monitor Your compliance with Our Terms of Use;

3.3.5. toallow You to participate in interactive features of the Resources;
3.3.6. to notify You about changes to Our services and/or either Resource; and
3.3.7. to create anonymised reports based on Your usage of the Resources.

If You book a place on any of Our courses using the Resources, We will use Your bank account
details and/or payment card details where necessary for the performance of any contract between
us (for example, to take payment from You of Our fee for the relevant course and to issue any
refunds that may become payable). Where You are paying by card, You will be redirected to the
website of Our payment services provider SagePay in order to make Your payment (We do not store
any card details on Our servers). After the payment has been completed You will be redirected
back to the relevant Resource. Please note that SagePay may collect personal information from
You which will be used in accordance with SagePay’s own privacy policy (which You should read).
More information regarding SagePay can be accessed via the following URL: www.sagepay.co.uk.
We are not liable for the practices of SagePay in respect of Your personal information.

In the event that You provide us with feedback regarding either Resource, We may disclose that
feedback to Our suppliers and to other users of that Resource where it is in Our legitimate interests
to do so in order to improve the products and services that We provide. This includes any
information that You provide to Us if You report a problem with either Resource.

Where You have given consent, We may use Your information to inform You of special offers,
promotions, new products, new services and changes to Our website and/or the Resources via post,
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4,

telephone, email or other appropriate means. If You subscribe to Our mailing list but subsequently
decide that You no longer wish to receive such mailings please see section 4 below.

If You correspond with Us (e.g. using email), We may retain the content of Your correspondence
together with Your contact details and Our responses where necessary for Our and Your legitimate
interests in order that We can appropriately manage Your account. Your telephone calls to Us may
be monitored for training and quality control purposes.

Where We need to collect personal data in connection with any services which You request or order
from Us and You fail to provide that data when requested, We may not be able to provide such
services or perform any related contract that We have or are trying to enter into with You.

Third Party Disclosures
We may disclose personal data about You:

3.9.1. with third parties who are directly involved in dealing with any request, enquiry, complaint or
other correspondence submitted by You;

3.9.2. with third parties who are providing us with professional advice where necessary for Our
legitimate interests in obtaining such advice and permitted by law;

3.9.3. where We are legally required to do so;

3.9.4. in connection with criminal investigations, legal proceedings or prospective legal
proceedings where necessary for Our related legitimate interests and where permitted by
law;

3.9.5. where necessary for Our legitimate interests in establishing, exercising or defending Our
legal rights (including providing information to others for the purposes of fraud prevention)
and where permitted by law; and

3.9.6. where We have stated or informed You otherwise (e.g. in this Privacy Statement or on Our
website).

We may also disclose Your personal information to third parties in the event that We propose to sell
or buy any business or assets (in which case We may disclose Your personal information to the
prospective seller or buyer of such business or assets and/or their professional advisors) or if We or
substantially all of Our assets are proposed to be acquired by a third party. Any such disclosure will
be made where necessary for the legitimate interests of Us and/or the third party in respect of the
proposed transaction; however We will not transfer Your personal information to any such third party
unless We are satisfied that they are able to provide an adequate level of protection in respect of
Your personal information.

Except as provided in this Privacy Statement, We will not provide or disclose Your information to
third parties without Your express consent for any purpose (including but not limited to direct

marketing). We do not sell personal information under any circumstances.

How do You stop marketing information being sent to You?

You can ask that such information is no longer sent to You by emailing Us at info@nappiuk.com or writing to
Us at N.A.P.P.l. (UK) Limited, 64 Falsgrave Road, Scarborough, North Yorkshire, United Kingdom, YO12
5AX or clicking on the appropriate link in the footer of any of Our marketing emails. Any such withdrawal of
consent will not affect the lawfulness of Our processing based on Your consent before You withdrew it.
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Security

We have put in place appropriate security measures to prevent Your personal information from
being accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In addition,
We limit access to Your personal information to those employees, agents, contractors and other
third parties who have a business need to know that information. However, the Internet is global
and no data transmitted via the Internet can be guaranteed by Us to be completely secure during
transmission. We cannot guarantee the security of any information that You disclose online and We
will not be responsible for any breach of security unless this is due to Our negligence or wilful
default. It is possible that the information You provide to Us will be temporarily transferred via a
route outside the European Economic Area as it passes between us.

In certain circumstances We may use the services of a supplier outside the European Economic
Area (EEA) for purposes referred to in this Statement (for example, We use the services of iContact
(based in the USA) to store Our email marketing database). This may involve Your personal
information being processed by the relevant supplier on Our behalf outside of the EEA. If We do
this, We will require the relevant supplier to put in place appropriate technical and organisational
data protection security measures (for example, as part of Our contract with the relevant supplier or
by verifying that they operate under the EU-U.S. Privacy Shield framework (please see
www.privacyshield.gov for further details).

We have put in place procedures to deal with any suspected data security breach and will notify You
and/or any applicable regulator of a suspected breach where We are legally required to do so.

Access to Your information

You have a legal right to see a copy of the personal information that We keep about You and to
correct any inaccuracies, subject to certain exemptions. In some circumstances You may also have
the right to:

6.1.1. request that We erase any personal information held about You;

6.1.2. restrict Our processing of Your personal information (for example, to ask to suspend the
processing of personal information to establish its accuracy or the reasons for processing it);

6.1.3. data portability (i.e. to request the transfer of personal information to a third party); and

6.1.4. object to Our processing of Your personal information where We are relying on a legitimate
interest (or those of a third party).

Requests of the nature set out in section 6.1 above should be made in writing to the Privacy
Manager, N.A.P.P.l. (UK) Limited, 64 Falsgrave Road, Scarborough, North Yorkshire, United
Kingdom, YO12 5AX. Please contact the same address if You have any reason to believe that
information We hold about You is inaccurate. We will respond to Your request as soon as possible
and, in any event, within one month from the date of receiving the request. Please note that We
may, where legally permitted, reject any such request or limit the scope of Our response (e.g. if, in
the circumstances, the right does not apply to You).

In accordance with applicable data protection legislation, We follow security procedures in the
storage and disclosure of Your information. We may therefore request proof of Your identity before
disclosing certain information to You or complying with any other request of or a nature described in
section 6.1 above.
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You will not generally have to pay a fee to exercise any of Your rights described in section 6.1
above. However, We may charge a reasonable fee if You make a request to see a copy of Your
personal information which is clearly unfounded or excessive. Alternatively We may refuse to
comply with Your request in such circumstances.

Retention and Destruction of Your Personal Information

Any personal information held by Us in relation to any of the purposes described in this Privacy
Statement will be retained by Us for as long as We need it to fulfil the purpose(s) for which it was
collected. Further details of Our specific retention periods are set out in Our information retention
policy (a copy of which is available upon request).

For example, if You have consented to receiving Our newsletter, Your preferences in that regard will
be retained by Us unless and until:

7.2.1. We cease producing Our newsletter; or
7.2.2. You withdraw Your consent,

following which We will destroy or suppress such personal data without delay so that You no longer
receive Our newsletter.

Save for any contact preferences suppressed under section 7.2 above, Your information will be
securely destroyed at the end of the relevant retention period described or otherwise referred to in
this section 7.

Whilst taking into consideration Our legal obligations, We will on an ongoing basis: review the
length of time that We retain personal data for; consider the purpose or purposes for which We hold
the personal data in deciding whether (and for how long) to retain it for; securely delete personal
data that is no longer needed for such purpose or purposes; and update, archive or securely delete
information if it goes out of date.

Cookies

The Resources use “cookies” for Our legitimate interests in ensuring that You receive the best
possible visitor experience. Cookies are small files which are sent by a web server to an individual’s
computer which are then stored on that computer’s hard drive. A cookie contains text, and is like an
identification card which can only be translated by the server it originated from.

Cookies cannot tell Us information such as Your email address, which We can only collect where

you or your employer tells Us, for example if You become a registered user or provide Your details

in a capture form.

Our website uses the following cookies for the following purposes:

8.3.1. is_unique - this cookies holds data on Your visits to Our website. We use it solely to
determine whether You are a first time or returning visitor to Our website. No personal data

is stored using this cookie.

8.3.2. sc_is_visitor_unique - this cookie is used for visitor statistics and ensures that each of Your
visits to Our website is only counted once.

8.3.3 _ga - this is a Google Analytics cookie used to distinguish users.
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8.3.4 _gid - this is a Google Analytics cookie used to distinguish users.
8.3.5 _gat - this is a Google Analytics cookie used to throttle request rate.

8.3.6 AMP_TOKEN - this is a Google Analytics cookie that contains a token that can be used to
retrieve a Client ID from AMP Client ID service. Other possible values indicate opt-out,
inflight request or an error retrieving a Client ID from AMP Client ID service.

8.3.7 _gac_<property-id> - this is a Google Analytics cookie that contains campaign related
information for the user.

The PBS Cloud uses the following cookies for the following purposes:

8.4.1. phpsessid - this is a randomly generated number which is used for authentication when
logging into the PBS Cloud system.

Most internet browsers allow You to prevent cookies being stored on Your computer. Alternatively
You may be able to configure Your browser to accept all cookies or to notify You when a cookie is
offered by Our server. You may also be able to delete all cookies currently stored on Your web
browser.

Some parts of each Resource require cookies to be enabled in order to function correctly. Therefore
unless You change Your browser settings You will automatically accept cookies from each
Resource.

We may also collect information about where You are on the Internet (e.g. the URL You came from,
IP address, and domain types like .co.uk and .com), Your browser type, the country where Your
computer is located, the parts of the Resources that were viewed during Your visit and any search
terms that You entered using either Resource. We may collect this information even if You are not a
registered user or do not log in to either Resource, and will use it for Our legitimate interests in
administering and improving the Resources, for internal operations (including troubleshooting, data
analysis, testing, research, statistical and survey purposes) and as part of Our efforts to keep the
Resources safe and secure.

We do not use cookies to market or promote the interests of any third party.
For further information about cookies and how they are used, please visit www.aboutcookies.org.

How will You know if We make any changes to this Privacy Statement?

We may amend this Privacy Statement from time to time. You are bound by any changes We make to this
Privacy Statement with effect from the date of the change. If We make any substantial changes to the way
in which We use Your personal information collected in connection with Our services or either Resource We
will notify You (e.g. by posting a notice on the client log-in page for the relevant Resource). You can view
the current version of Our Privacy Statement at any time by clicking on the Privacy Statement link on the
client log-in page for each Resource.

10.

10.1.

What about third party websites that You can access via the Resources?

The Resources each contain links to other websites which are outside Our control and are not
covered by this Privacy Statement. If You access other websites using the links provided, the
operators of those websites may collect personal information from You which will be used in
accordance with their respective privacy policies which You should read. We are not liable for the
practices of such third party website operators in respect of Your personal information.
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10.2. You acknowledge that any information that You post using our social media facilities (such as
Facebook and Twitter) will be viewable by anybody who visits those websites and that such
information is also subject to the relevant provider’s privacy policy. You are advised to consult each
such privacy policy to see how they will use Your data.

1. Contact

If You or any of Your employees have any questions about this Privacy Statement or Our treatment of
personal data, please write to Us by e-mail to info@nappiuk.com.

G:\034618-154270\03235327.doc



